Configuring PuTTy and Xming for running simulations in
mylly2.pub.chemistrylab.aalto.fi & transferring files with WinSCP

1. The Windows desktop computer interacts with the linux server through the X-windows
system which forwards the display from the server to the desktop computer. Software
must be installed on the desktop computer to make this link work. In the Aalto system,
this can be done using the PuTTy terminal emulator and the Xming X-window client.

2.  Toget Xming running, first run XLaunch software. The default settings are ok (if your
settings are not default, see the end of file for screen shots of an example of functional
settings for the course)

3. Toopen aterminal window to Mylly2, run PuTTy with X11 Forwarding on. See
screenshots below for functional settings.

4.  To copy files from the Windows desktop computer to Mylly2, use WinSCP. Sample setup
snapshots are below.

The software XLaunch, PuTTy and WinSCP are all in Aalto CHEM computer class windows
computers. They are also available (no cost) to install on own private computers.



1. Configuring Xming (XLaunch)

Display settings

Select display settings
Choose how VcXsrv display programs

* Multiple windows " Fulscreen

" One window
without titlebar

" One large window

Display number
(Specify -1to let vexsrv automatically choose ane)

Mead = Cancel

Client startup

Select how to start clients

{* Start no client

This will just start the xserver. You will be able to start local clients later.

" Start a program

This will start a local or remote program which will connect to the xserver. You will be able
to start local clients later too. Remote programs are stated using S5H.

< Back Mext = Cancel




Extra settings

Extra settings

Start the i:rrtegrated clipboard manager

v Primary Selection
Also map the PRIMARY selection to the windows clipboard.

¥ Native opengl
Use the native windows openal library {wgl). Make sure to export the
LIBGL_ALWAYS_INDIRECT environment variable.

[” Disable access control

Use this when you want vcxsry to accept connections from all clients.

Additional parameters for VieXsrv

< Back Mewt = Cancel

Finish configuration

Configuration complete

Configuration is complete. Click Finish to start VcXsrv.

You may also save the configuration for later use.

Save corfiguration |

< Back Cancel




2. Configuring PuTTy

g PuTTY Configuration ? X
Category:
- Keyboard Al Options controling SSH X11 forwarding
?" X11forwarding
Featiies
& Window [ Enable X11 forwarding
LN X display location I |
- Behaviour Remote X11 authentication protocol
- Translation (® MIT-Magic-Cookie-1 (O XDM-Authorization-1
(#)- Selection X authorty file for local display
i Co sl Ilocahost:0.0 I l Browse... |
- Data \
= SSH
- Host keys
- Auth
X1
- Tunnels
- Bugs
- More bugs v
| Mot || Heb | [ Open ]| Cancel
#R PuTTY Configuration ? X
Category:
& Session Al Options controlling PuTTY's window |
| ‘—loggng Set the size of the window
(=)~ Teminal Roan
- Keyboard S
- Bel [120 |0 ]
- Features When window is resized:
*B..Wndow Change the number of rows and columns
- Appearance Change the size of the font
<+ Bekiavioixr (O Change font size only when maximised
... Translation O Forbid resizing completely
63- Selection Control the scrollback in the window
St ornadion Lines of scrollback (2000
--Data [ Display scrollbar
- Proxy [[] Display scrollbar in full screen mode
a- SESH [ Reset scrollback on keypress
;"f%k [ Reset scrolback on display activiy
i [ Push erased text into scrollback
- Auth
vvvvv X1 M
Aot | Hep | [ open ] cancel |




#R PuTTY Configuration ? X

Category:
(- Session A [ Basic options for your PuTTY sesg ]
D TE"”",°9:‘"9 Specify the destination you want to to
| iiad Host Name (or P address) Port
. Bel |myly2.pub chemistrylab aakto fi |[22 |
p @ssH Osess Ooper
- Behaviour Load, save or delete a stored session

Close window on exit:
QOAways (ONever (@ Only on clean extt

Hep | | Qen || Cancel |

PuTTY Security Alert X

The server’s host key is not cached in the registry. You have no
guarantee that the server is the computer you think it is.

The server’s ssh-ed25519 key fingerprint is:
ssh-ed25519 255 SHA256:nph837QViraOFeM4091Gp Xrcv 71XJ4mX8fpHt A 14a0

if you trust this host, press “Accept" to add the key to PuTTY’s
cache and cany on connecting.

If you want to camy on connecting just once, without adding the key
to the cache, press "Connect Once".

If you do not trust this host, press “Cancel" to abandon the connection.

] e Y ] [




3) Configuring WinSCP & using it to copy and move files
between the different computer systems

B winsce - o %
" Local Mark Files Commands Session Options Remote Help
BB £5 B3 Synchronize 7 ] @ [5)Queve v TransferSettings Default - &
& Mew Session
fECAmoHD @[ i BAO& | % H C|E-F - ie - - (BB & | D FindFiles | B
Uplead - | [ Edit ~ 3 g O B Login _ x New -
[
Neme Size | | G NewSte == Rights Owner
| | Aalto IT: kosh.org.aalto.f Fie protacal:
& Aalto IT: taltta.org.aalto. fi =3 v'/
Host name: Port number:
[y 2.pub. chermstrylab.aaito. 1 D
User name: Passwords
[mana |[sesessareasnas
save  |w Advanced... [¥
Toos v | Meage v [(Eoom ¥ oo || ve |
=] when dosed
8 14 hidden
Not connected.
Warning ? X

& Continue connecting to an unknown server and add its
host key to a cache?

The server's host key was not found in the cache. You have no guarantee that
the server is the computer you think it is.

The server's Ed25519 key details are:
Algorithm: ssh-ed25519 255
SHA-256:  nph897QVira0FeM4091GpXrev71X4mX8fpHtdl14ao=
MDS5: 74:42:03:€0:98:78:f1:€6:c0:c5:1e:d5:75:77:b1:0

If you trust this host, press Yes. To connect without adding host key to the
cache, press No. To abandon the connection press Cancel.

. Copy key fingerprints to dipboard

[ 1 o ] concel [ el

By ¢\ - mari 2.pub. i aalto.fi - WinSCP — o X
Local Mark Files Commands Session Options Remote Help

M & (3 synchronize B o [ @ (5 Queve Transfer Settings Default - i@

@ maria@mylly2.pub.chemistrylab.aahtofi X G New Session

@camod ~@-F- e [BEAL %W meia < (@[ e - o (B@Q L R FindFies | %

68 Upload ~ | 7 £t~ 3 s D Properties | 57 New - 5] S Download - | (2 €dit ~ K i [y Properties | B New - ®

Owner
Y root
maria
R maria
R maria
N maria
maria
maria
maria
maria
N maria
maria
maria
maria
maria

15 hidden
00049




